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1. INTRODUCTION

There has been a dramatic increase in the criminal justice use of body worn cameras (BWCs) in
the last few years. As a result of governmental and news media scrutiny of law enforcement
interactions with the public, many think that BWCs have the potential benefit of increased
legitimacy and accountability for both citizens and the law enforcement community. Since then,
commercially available BWCs have flooded the market. There are now over 60 different body
worn cameras produced specifically for law enforcement use.

The National Institutes of Justice (NIJ) is interested in learning about existing BWC technologies
and other considerations for integrating BWC into current systems. The purpose of this
document is to report the results of a BWC market survey. Commercial BWC information is
aggregated and summarized to aid law enforcement officers and public safety practitioners in the
planning, acquisition, and implementation of this technology. This paper provides methodology
for developing the market survey and results from the market survey. For more background
context for this BWC survey, including policy and legal considerations for implementing BWCs,
please refer to the accompanying NIJ BWC Market Survey Primer document.

To collect market survey data on BWC products, a Request For Information (RFI) was created
and posted as a Notice in the Federal Register. In addition, data was solicited directly from
BWC product vendors. Most vendors responded to the RFI and our direct contact. Some vendors
provided incomplete information or provided general information from which product details
had to be extracted. When vendors did not respond to our attempts to contact them, we obtained
as much information as we could from their websites.

This market survey presents an overview of the technologies available and information
accessible at the time of data collection. This survey is not intended to evaluate or rank these
products. No judgments are made concerning the quality of these products. Instead, this
document is designed to provide the law enforcement and public safety community with an
overview snapshot of current BWC technology for their uses. When considering an acquisition
of BWC equipment, additional information should be sought from the specific vendors of
interest.

2. METHODOLOGY

2.1 Background Research

To develop the market survey, it was necessary to develop a thorough understanding of BWC
technology including its purpose, currently deployed concepts of operation, technical
capabilities, features that were important to users, and previous research. To accomplish this, a
three-pronged approach was taken: 1) conducted an extensive literature review; 2) gathered
information from subject matter experts at BWC conferences; and 3) conducted a legal review.
These efforts ensure this market survey is well balanced and delivers information that is pertinent
to prospective BWC purchasers.
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2.1.1 Literature Review

Many open-source materials, such as academic and professional journal articles, previous
evaluations, a small sample of agency RFIs, vendor web sites, news articles, and NIJ-funded
research were reviewed and contributed to an enhanced understanding of the BWC technology.
For agencies interested in purchasing or leasing BWCs, the following resources provide useful
background material.?

» Police Officer Body-Worn Cameras (White, 2014). This publication is intended to be a
general guide for those agencies seeking to understand the costs and benefits to the law
enforcement community to use body worn camera technology.

* Implementing a Body-Worn Camera Program (Miller, 2014). This document includes
extensive research and analysis by PERF and is intended to serve as a guide to the
thoughtful, careful considerations that police departments should undertake when
adopting body worn cameras.

* A Handbook for Public Safety Officials: Developing the Policy, Technology and
Operational Strategies Needed for a Future-Proof Body Camera Program (Insight,
2015). This guide highlights key planning questions as well as insights from agencies
initiating their own programs. It also includes checklists and resources to help further an
agency’s exploration in each planning area.

2.1.2 Information Gathering from BWC-Related Symposiums

To gain a basic understanding of current need and uses of BWCs in law enforcement, the project
team attended BWC-related conferences to gain insight from end-users.

Center for Evidence-Based Crime Policy (CEBCP) Symposium, George Mason University,
August 2015

Key observations included:

e Results from pilot evaluations of body worn cameras found a rise in acceptance;
advantages outweigh the disadvantages.

e Design features critical to the law enforcement community include durability (despite a
heavier weight), resilience of the docking station, strong mounting clip (for fear of BWCs
falling off), and video retrieval.

e Primary concerns with BWCs include citizen’s privacy, officer’s privacy, training/policy
requirements, and logistical/resource requirements (e.g., data storage and retrieval).

e Additional critical insight from end users of the law enforcement community.

The Law and Policy of Cybersecurity Symposium, University of Maryland, February 2016

Key observations included:

1 This list represents a sample of the existing material and should not be considered complete. For in-depth
information about individual products, the vendor should be engaged.
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e Civil liberties
o 1% Amendment — freedom of expression becomes particularly important when
talking about controversial topics. One way to protect people’s political conduct
and religious activity is to protect their ability to speak anonymously.
= Do recorded audio and video BWC footage undermine the freedom of
expression of those who want to speak anonymously? There are no case
studies yet, but it is a definite possibility. If recording of audio and video
BWC footage reveal too much about the individual, then that may also
reveal their Internet identity (e.g., medical websites info, sexual
preference, etc.)
= There are no easy answers; courts are still grappling with these issues.
e Encryption
o Encryption is one of the best protections against harm from hacking and cyber
attacks, particularly when applied to storing video footage for BWCs.
0 Many federal agencies recommend the use of encryption: NIST, FTC, FCC, etc.

2.1.3 Legal Review

Lastly, to identify relevant statutes and case law that might impact the implementation of a
BWC, basic legal research was conducted. Authors conducted legal case search and law review
scholarly journal search by topic on Lexis-Nexis using the following search terms: body worn
cameras, body cameras, BWC, Fourth Amendment, Freedom of Information Act, FOIA, and
privacy. Results of this work can be found in the accompanying NIJ BWC Market Survey
Primer document.

2.2 Request for Information

Based upon the information gathered via the process described above, an RFI was developed.
The purpose of the RFI was to seek input on 66 items from BWC vendors with the types of
information clustered into five broad categories:

1. Vendor Information

Product Information — BWC

Product Information — Software for Video Data Storage and Management
Usability/Training

ISAREE S

Installation

The RFI was sent to BWC vendors and posted as a Notice of Request for Information in the
Federal Register that was published on 28 April 2016 with a response expiration date of 31 May
2016 (see Appendix B for the full text). In addition, attempts were made to contact each
company identified in previous market surveys.
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The vendor responses were received and compiled. The outcome of the survey is presented in
Section 3. First, the data are presented in an overall cross-comparison table that provides an
overview of BWCs and BWC-related software across the vendor responses. Then the data are
presented on a vendor-by-vendor basis in Sections 4 and 5.

In all, 31 vendors for BWC and BWC-related software responded to the RFI. In some cases,
vendors expressed concern that the compilation of data in one location could provide competitors
with access to their proprietary information. Another vendor noted that their technology was in
prototype development and therefore they were not ready to participate in the market survey.
One vendor responded that their product was no longer in production or for sale, so this
information was not used in the survey. Finally, price is a sensitive item to the vendor due to
competition, so the reported price should be considered relative and could vary.

Ten vendors were found through a web search to supplement the RFI. Attempts were made to
contact them based upon the information in their websites. When there was no response from the
vendor, we used information available from their websites. From those vendor websites with
current information about BWCs, data were collected and included in the survey. Data collected
via this web research rather than through vendor response to the RFI is noted.

Data are provided for 66 BWC products manufactured by 38 vendors. Additional data are

provided for 4 data management/storage products manufactured by 4 vendors. See Table 1
below.

Table 1. Summary of Number of Vendor Responses

BWC Cameras 66
Total Vendors 38
- Responded to RFI 28
- Information via Internet Search 10

BWC Stand-alone Software

Total Vendors 4
- Responded to RFI 3
- Information via Internet Search 1

|

3. MARKET SURVEY DATA COMPILATION

This section will provide a snapshot of the BWC industry and the respective capabilities this
technology possesses at the time of data collection. The purpose is to assist public safety and
criminal justice practitioners who may be considering the acquisition, integration, and
implementation of this type of technology in their community. Therefore, cross-industry
information as well as vendor-by-vendor information is presented.

Readers looking to get a sense of the capabilities and features across the BWC industry can refer
to Subsection 3.1 below. Data such as the physical characteristics are aggregated and presented.
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In addition, the total number of vendor-offerings with specific desirable features will be
presented. Readers who are looking for information about a specific vendor’s offering should
refer to Subsections 4.1 through 4.66 for cameras and Subsections 5.1 through 5.4 for stand-
alone BWC video data management systems. For each question posed in the RFI, a response is
noted for a vendor’s offering.

Note that the amount of information varies, based upon survey response — some vendors did not
respond to the RFI or did so with incomplete information. Some vendors did not answer each
survey question or provided answers that did not address the question. Sometimes, vendors
provided a general package of information from which specific product information had to be
extracted if it could be located within that information. For those vendors that did not respond to
our attempts at direct contact or the RFI, we used the information we found on their websites.
The data collected from online marketing materials are significantly sparser than that collected as
a result of the RFI. Therefore some of the information in Tables 2 and 3 may be the result of
incomplete or out of date information.

No judgments should be made on the quality of a vendor’s product based on this information.
Anyone interested in one of these products should contact the vendor directly. The purpose of
this document is not to provide an evaluation of these products, but simply to give the law
enforcement and public safety community a broad overview of the technology that is currently
available on the market. By examining the data in these subsections, a prospective purchaser
may compare features across the industry and seek out the vendors who provide the features of
most interest.

3.1 BWC Cross Comparison

Table 2 in the next section lists all 66 of the BWC products from the 38 vendors identified in this
survey. Vendors who provided a response to the RFI are marked with an asterisk by the vendor
name. More detailed information on each camera is provided in Section 4. Of these 38 vendors,
28 replied to the RFI, while information from the remaining 10 vendors was derived from their
websites. In addition to these 38 vendors, there were four vendors that only made BWC video
management software systems and not cameras (See Table 3). These four BWC video
management software vendors are listed in Section 5 in further detail. Of these four vendors,
three had replied to the RFI, while the information from the fourth was derived from their
website.

Tables 2 and 3 are intended to provide a single overview of the BWC marketplace. These tables
should be considered representative of the marketplace but not comprehensive. Please keep in
mind that this is a survey and not an evaluation of vendor products; there is no intent to evaluate
or judge the quality of the BWC products. The reader is encouraged to contact the vendors for
the most complete and up-to-date information.

Based on the DHS SAVER recommendations (ManTech, 2012) and critical insight obtained
from end users of the law enforcement community, the following subset of information is listed
as columns of Tables 2 and 3:
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Vendor name

Product name and model

Manufacturer’s suggested retail price (MSRP)

Product dimensions — height (inches) x weight (inches) x depth (inches)

Product weight — weight of the camera including batteries (ounces)

Camera mount options — locations available for mounting the BWC

LCD display — whether there is an LCD display on the BWC to view footage
Recording capacity — amount of data storage available on the BWC

Video resolution — amount of detail the BWC can capture (pixels)

Field of view (FOV) — surrounding area that the BWC can monitor (degrees)

Lux rating — measurement of the amount of light falling on an area weighted for human
eye sensitivity

Night mode — capability of the BWC to record footage in low light conditions
Recording speed — number of frames or images the camera takes per second (fps)
Capture photos — capability of the BWC to take still photos

Date/time stamp — capability of the BWC to provide a date/time stamp on the footage
Pre-event recording — capability of the BWC to capture footage for a pre-determined
amount of time before an event

Event marking — capability of the BWC to bookmark the footage for easier retrieval
later

Microphone — capability of the BWC to record audio

Battery life at standby — length of time the BWC is fully charged, turned on, and ready
for operation

Battery life recording — length of time the BWC can run without needing to recharge the
battery

Global positioning system (GPS) data — whether the BWC has GPS coordinate feature
Warranty — written guarantee for the BWC (months)

Data management — data management features of the back end software that may
include searching, categorizing, and tagging capabilities

Data export — capability of the back end software to export data

Data redact/edit — capability of the back end software to redact or edit the audio/video
footage

Chain of custody support — capability of the back end software to chronologically
document the trail of the recorded audio/video footage, including custody, control,
transfer, analysis, and disposition of the electronic evidence

Report generation capability — capability of the back end software to generate any type
of report (daily, historical, etc.)
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Table 2. Cross-Industry Comparison of BWCs
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1.1 and tag
19x Search,
55 VieVu* LE4 Mini - 19x (25| Chestcar [ N 64 1080 | 95 | — [N |30 (Y (Y |Y([Y |Y | 3 3 N | 3 |categorize,| ¥ | ¥ | ¥ | Y
1.0 and tag
Argus Gen 3.5 Chest, ear, Search,
56 VP360* 1 Digital $235 | 23x | 6.2 buttonhole, | Y [ 16-64 | 1296 (140 |<01|Y [30 | Y | Y | Y |Y | Y 10 8 Y | 24 |categorize,| Y | Y Y|Y
BWC 0.9 shoulder tab and tag
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Amgus Gen 35x Chest, ear, Search,
5 VP360* 2Digital | $295 | 23x |59 buttonhole, | ¥ [ 16-128 (1080 (170 |<01| Y (60 | Y | Y | Y [¥Y [ Y | 18 8 Y |24 |categorize,| ¥ | Y | Y | Y
BWC 12 shoulder tab and tag
Vista Fline Search,
58 | WatchGuard* | Extended |$1,120| 1.9x | 53| Chest,head | N 32 720 [130 (09 | Y |30 [N |Y Y |[Y | Y | 19 9 N [ 12 |categorize,| Y | N ] (B ¢
Capacity 1.1 and tag
Vista 31x Search,
59 | WatchGuard* | Standard | $995 | 19x |43 | Chest,head | N 32 720 |130 |09 (Y |30 [N |[Y | Y |¥Y |Y |125| 6 N | 12 |categorize,| ¥ | N Y |Y
Capacity 09 and tag
3.1x Search,
60 | WatchGuard* | Vista WiFi |$1,250| 1.9x | 53| Chest,head | N 32 720 [130 (09 | Y |30 [N |Y [Y [Y | Y | 19 9 Y | 12 |categorize,| Y | N YI|Y
1.1 and tag
38x Search,
61 WOLFCOM* | 3rd Eye $475 | 24x (55| Chest,belt | Y 32 1080 |120 (10 | Y |60 | Y |Y [N |Y | Y - 65 | Y |12 |categorize,| ¥ [ ¥ | Y [ Y
13 and tag
Chest,
29x shoulder, Search,
62 [ WOLFCOM* Vision $350 | 1.5x | 2.2 [head, glasses,| N [ 32-64 | 1080 (120 | 1.0 (Y [60 | Y | Y | Y | N [Y |120+]| 25 [ Y | 12 |categorize,| ¥ | ¥ | Y [ Y
0.6 helmet, hat, and tag
gun, belt
24x Helmet, flat
63| Zepcam Tl - 13x (62| surfaces, Y 32 576 - |01 (Y |2 |-|Y|-|=-]Y] 20 - Y | — Tag - =-1-=-1-
38 shoulder
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Mounting Options
LCD Display
Video Resolution (P)
FOV (degrees)
Lux Rating (lux)
Night Mode
Recording Speed (fps)
Photo Capture
Date/Time Stamp
Pre-Event Recording
Event Marking
Microphone
Battery Life While
Recording (hours)
Warranty (months)
Data Management
Redacting / Editing
Chain of Custody
Support

)
)
z
55
©
o
©
(5]
o
=
B
S
o
@
o

Product Name & Model
Dimensions
(H" x W" x D")
Weight {0z)
Battery Standby (hours)

Helmet,
shoulder, flat
64 Zepcam TIXT - - - surface, o 32 576 - 01 |- |30 |—-|Y|=-]-1Y - 6 Y| - Tag - | - - | -
straps,
clothing
Helmet,
shoulder, fat
65| Zepcam TILIVE - - - surface, Y | 832 576 - |01 (-] |-(Y|=-|=-]Y ]2 6 Y | — Tag - =-1-=-1-
straps,
clothing
Pocket, belt,
HD Blue 2ax lapel caollar,
66 Zetronix Li $400 | 1.3x | 6.2 P Y 32 1080 | 130 | - (Y |60 | Y [Y | Y |- ]|Y | 120 9 - | 12 Tag - -] ==
ine 38 placket,
’ uniform
¥ Yes
N No
- No Info
5 Responded to RFI
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Table 3. Cross-Industry Comparison of BWC Data Management/Storage Standalone Systems
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Inteligent
Video Search,
1 IBM* Analytics -|1=-1-1-1-1-{-/-=-1-=-1-=-1-=-1-=-1-=-1-=-1-=-1=-1=-1=-1-=1- [Categonize, Y Y Y Y
Data and Tag
Management
lkena
Spotlight
2 | MotionDSP Video - - - - - - - - - - - - - - - - - - | - - - i Y - -
Redaction
Software
Quantum No; thisis a | No; thisisa | No; this isa | No; thisis a | No; thisis a
3 | Quantum® BWC - - - - - - - - - - - - - - - - - - | - — | function of | funclion of | fnclion of | function of | funclion of
Storage the VMS the VMS the VMS the VMS the VMS
Body Search,
4 |Visual Labs*| Camera - - - - - - - - - - - - - - - - - - | - - | Categorize, Y Y ¥ Y.
Solution and Tag
Y Yes
N No
- No Info
a Responded to RFI
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3.2 Discussion on the Market Survey Data

For many categories of information, little data was available. Several questions from the RFI
have not been included due to a lack of vendor response; see data from individual vendors for
specifics about their products (Sections 4 and 5 below).

Some vendors did not provide all of the above information for their products. When it was
provided, the following ranges were observed. BWC weights ranged from 0.53 to 6.5 0z. The
recording capacity ranged from 8 to 64 GB. The video resolution ranged from 576 pixels to 5
MP. The diagonal FOV ranged from 45 to 175 degrees. The lux rating ranged from 0 to 1. The
frame rate ranged from 25 to 60 fps. Standby battery lifetimes ranged from 8 hours to 216 hours,
while recording battery lifetimes ranged from 2.5 to 23 hours. Most vendors did not provide
price information but, among those that did, the costs for one camera ranged from $199 to
$2000. The next two sections describe each BWC product in more detail, including 66 BWC
products and 4 BWC data management/storage stand-alone systems.
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ODY WORN CAMERAS

4.1 Aventura GPC-RA

Figure 1. Aventura GPC-RA Body Worn Camera

RFI Survey Question Response
(OF:: (abbreviated)
Vendor Information
0 Responded to FRN? Yes
l.a Name Aventura Technologies
1.b Address/phone number 48 Mall Drive, Commack, NY 11725
1l.c Website www.aventuracctv.com; www.guardianbodycam.com
1d Years in business 16 years
U.S. based Aventura is a developer and manufacturer of
hardware/software, DVRs, NVRs, video management,
le Number and types of customers L . -
cameras, transmission and accessories for civilian and
government with more than 5000 customers worldwide.
1.f Manufacturing location(s) Commack, NY
RFI Survey Question
Q.# (abb);eviated) ‘ RESIPOITES
Product Information — BWC
2.a General
2.a.i Name and model nhumber Aventura GPC-RA
2.a.i Physical dims (H” x W” x D" 3.5"Hx2.37"W x 1.18" D
2.a.iii Weight (0z.) 5.92 0z
. . . Can be worn on chest, head, or head phones over a
2.a.iv Mounting options h
elmet
2.a.iv.1 | Accessories needed for mounting Pleas_e see htt_p://guardianbodycam.com/accessories/ for
T more information for GPC-ACC-LC, GPC-ACCC-HC
2 av Ability to mount on vehicle Yes
o dashboard
2av.l Accessories for vehicle dashboard There is an accessory to clip and cord.

mount
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2.a.vi LCD display 2.0" HD LCD display
2.a.vii | Recording capacity 16 GB storage included, supports up to 128 GB
2.a.viii | Operating conditions or limitations | -40°F to 140°F
2.b Video and Optics
2bii Maximum video resolution Standa(d with 2 MP optional up to 5 MP (2592 x 1944)
depending upon model
2.b.ii Field of view 110° and 120° depending upon model
2.b.iii Lux rating 0.1 lux
2.b.iv Night mode/format Yes
2.b.v Recording speed 30 fps
2.b.vi Recording format MP4
Requires user information on frame rate and bitrate —
L defaults are set by user. The following calculator can
.. | Recording time under default .
2.b.vi resolution settings help provide
guidance http://www.aventuracctv.com/calculator/hard_dr
ive_calculator.asp
2.b.viii | Ability to capture still photos Yes, up to 32 MP images
. Ability to embed date/time stamp Yes; there is a date and time stamp embedded in the
2.b.ix . : i . .
on recorded video video and optional GPS information
_ Ability to authenticate and validate The !nformanon is encrypted and watermarked and
2.b.ix.1 d : : ; requires a proprietary player. Any attempt to alter the
ate/time stamp integrity ; AL e
video will fail authentication tests
. Audio and video have pre-event data buffer of 30
2.b.x Pre-event recording feature
seconds
2.b.x.1 Time buffered and whether audio 30 seconds and includes audio
is recorded
2 bxi Event marking capabilit The user interface allows the operator to mark an
o g cap y individual video segment for future identification
| Wireless capabilities for ereless is supported and can connect to any third party
2.b.xii g video management system that supports the non-
communication :
proprietary ONVIF protocol
2.c Audio
2.ci Microphone feature Yes; HD audio
2.c.ii Microphone sensitivity 60 dB
2.c.ii Audio format AAC
2 civ Default police radio interface for Yes, radio can be connected and record and operate via
- BWC the BodyCam
2d Data Upload
Single device can be uploaded independent of a docking
o di Single device vs. multiple upload station using a provided cable that connects to PC;
h docking station alternatively, there are several docking stations in various
sizes that provide automatic uploads
- Available are wire with provided cable attaching to PC,
2.d.i Data transfer method wireless/3G/4G, or SD memory up to 64 GB
. Manual or automatic are accomplished via docking
2.d.iii Manual vs. automatic upload , :
station or provided cable
2.e Battery Information
2.e.i Battery type; internal or removable | Aventura BWC uses a replaceable lithium battery.
2.e.ii Recording duration 12 hours
2.e.iii Battery standby duration 200 hours
2.e.iv Battery charge time 5 hours
2.ev Battery lifetime until replacement Rechargeable battery 1 year; permanent 5 years
. Removable battery models replace in the field;
2.e.vi Battery replacement procedure

permanent battery models replace at the factory
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Availability of supplemental

2.e.vii | charger for emergency battery External battery charger
charging
2.f GPS
2.1 BWC possess GPS Yes
2fil Embedded GPS coordinates in Yes; GPS coordinates are embedded on the video
o recorded video stream as permanent metadata
2.1 Alternative geolocation methods No information provided
2.9 Consumer Testing Results
2.9.i Sturdiness/fragility No information provided
2.9.i.1 | Drop test results No information provided
2.9..2 Dust intrusion/water resistance P67
rating
2.9.i.3 | Ruggedized No information provided
2.9.i.4 | Pressure/depth No information provided
2.9.i.5 | Shock Shock test - Section 516.4 (exceeds IEC 68-2-27)
2.9.i.6 | Vibrations Vibration test - Section 514.4 (exceeds IEC 68-2-6)
. . . Humidity test - Sections 520.1 and 507.3 (exceeds IEC
2.g.ii Other environmental testing 68-2-30)
2.g.i.1 Sp_ecn‘y tests, pass/fail results, and No information provided
ratings received
2.h Safeguards
2.h.i Privacy safeguards or features Yes
. Lo Yes, based on WIFI or 3G or docking station software
2.h.i.1 | Remote viewing )
plugged into network.
2.h.i.2 | Remote activation/deactivation Not supported
2.h.i.3 | Privacy masking Privacy mask/blur
2.h.i.4 | Redacting/editing capabilities No information provided
. All transmissions are AES encrypted and storage of data
- Safeguards for cyber security, . .
2.h.ii . X . is as well. Intercepted video streams may not be
unintentional disassembly, etc.
reconstructed.
2.i Regulatory
2ii Regulatory and Compliance safety | All tests are performed in accordance with 1ISO guide 25
B requirements and ANSI/NCSL Z540-1.
. . All tests are performed in accordance with ISO guide 25
2.i.ii Radiation safety standards and ANSI/NCSL Z540-1.
2 Warranty and Maintenance
) Plans
2. Length of warranty (in months) 24 months all inclusive
50 Optional extended warranties Aventura offers extended warranties up to 60 months
) P total inclusive of the standard 24 months.
. 20% of purchase price per each additional 12 month
- Duration and cost of extended . : : , .
ARG . period up to a maximum of 60 months including original
warranties
warranty.
0 . —
o Availability of extended 20@ of purchase price per each addmgnal 12 mon_th_
2.j.ii . period up to a maximum of 60 months including original
maintenance plans
warranty.
0 . —
o Duration and cost of extended 20@ of purchase price per each adqunal 12 mon_th_
2.j.ii.1 . period up to a maximum of 60 months including original
maintenance plans
warranty.
. : On site parts and labor contracts 10% of equipment and
2.j.iv Service contract costs ot .
original installation cost.
2.k Auxiliary Equipment
2.k Manufacturer suggested retail | Please contact manufacturer for price list
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price (MSRP) for each auxiliary
equipment

MSRP without optional features,

2l : . $2000
accessories, or service plans
om Manufacturer’s estimated lifetime 3-5 years depending on type of use
' of device
2.n Other relevant information No information provided

RFI

(OF:

Survey Question
(abbreviated)

Product Information — Software for Video Data Storage and Management

Response

3.a Data Management
3.a.i Searching capabilities Search by date, time, event
3.a.ii Categorizing capabilities Tag events
3.a.iii Tagging capabilities Yes, user can add description for the video.
3.a.iv Archiving and file retention 64 GB on the device and infinite storage external
Yes, data can be saved in the server or cloud based
3.a.v Data saved on or offsite (internal storage recommended as there are no recurring
costs of ownership).
3.av.l I save(_j (.)ffs'te' specific data See MSRP prices
accessibility and storage costs
: . Yes, data can be saved in the server or cloud based
Video data storage capacity local . .
3.a.v.2 (internal storage recommended as there are no recurring
vs. cloud .
costs of ownership).
3.a.v.3 Cap§b|l|ty_ to.accomr.nodate No information provided
multiple site installations
. - Export via docking station or direct connect from device
3.a.vi Export capabilities .
to PC or wireless
3.avil Traceability feature that shows Yes
T which user exported the data
3.a.vii Redacting/editing capabilities Faces can be obscured for privacy.
3. aviil Specify whether changes are Modifications should be performed on exported data and
7T | permanent original saved, then redact a secondary file.
3.a.viii Support prov!ded for chain-of- Event management logs provide chain of custody.
custody requirements
. . System architecture is designed for maximum scalability
3.a.ix Scalap|l|ty for Fj|fferent from 100s to 10,000s of devices utilizing enterprise
organization size
database structure.
3.ax User management and role-based | Yes, different user with different authority preferred
o access levels method via the system support of LDAP/Active Directory
3.b Video Analytics
. Companion software to analyze Yes, there is Windows-based software offline to analyze
3.b.i . . :
recorded video and audio data the video data.
3bii Types of reports built into See below
software
3.b.ii.1 | Standard reports Yes
3.2 (I;acny reports, historical reports, Yes
3.b.i3 Audit reports thgt support chain- Yes
of-custody requirements
3.b.ii.4 | Customization of reports Yes
3 biii Facial recognition capabilities Facial recognition available through Voltus face

recognition software, which is an external module.
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Weapons detection available through external hardware,

3.b.iv Weapons detection capabilities Mirtle, which is patented. Concealed Threat Detection
available in portable and fixed solutions.
3.b.v Other analytical capabilities Intelligent Video Analytics, License Plate Recognition
3.c Video Security and Authentication
Compatibility of BWC video output
3ci with existing vid_eo management ONVIF compliant
software for reviewing and
recording
3 clii File inte_g_rity checks to ensure Data secu_rity uses go/no-go technology. The file, if
T authenticity altered, will lose its watermark.
3 c.iii _Data pr_otection mechanism while AES encryption
in transit and during storage
Quarterly updates to software, master file provided to
3.c.iv Routine software updates agency and can be uploaded during the upload download
stage.
3.c.v Cost of software updates No cost — included
RFI Survey Question
Q.# (abb);e(\?/iated) REESE
Usability/Training
Usability depends upon the particular applications, how
users “wear” the device, what is a typical day, etc.
- N Aventura has studied best practices for most
4.a Usability validation processes . )
environments and engage their customers to share
information, so they can advise what has worked for
others and what realistic expectations should be.
4.b User community data Interviews with end-users
4.c User-group meetings and frequency | Annual — discussion of best practices
4d Typical problems reported Non_e report_ed other_ than additional ruggedization of
' devices, which was implemented 2 years back
4.d.i | Resolution to problems glrzv(\jlgr models being offered, which are more military
de Hours of tech. support and location Unlimited telephone and web-based support. On-site per
GSA schedule rates
All types of training are available, live, web-based, pre-
recorded. Recommend initial sessions live, which are
recorded and then archived and made available to the
4t Training provided (hours) agency for future unlimited use. If it is necessary to

augment the training sessions, Aventura will do so as
well. Training should not be more than half a day to full
day maximum depending upon the levels - train the
trainer, device and system management, operator

Response

Survey Question ‘

(abbreviated)

Installation

5.a

Average time to install and activate

Dependent upon the scope of installation, number of
device and design architecture desired including
networking, security and permissions — anywhere from 1-
5 days.
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Figure 2. Black Mamba BMPpro Elite

RFI Survey Question Response
(OF:: (abbreviated)
Vendor Information
0 Responded to FRN? Yes
la Name Black Mamba Protection, LLC
12301 Research Park Blvd, Building 4, Suite 200,
1.b | Address/phone number Austin, TX 78759
(888) 444-6290
1l.c Website www.mybmppro.com
1d Years in business 3 years
le Number and types of customers Mur)icipgl, 'private security, county, state officers,
penitentiaries
1f Manufacturing location(s) United States, China, North Korea
RFI Survey Question
Q.# (abbyre?/iated) REESE
Product Information — BWC
2.a General
2.a.i Name and model number BMPpro Elite
2.a.ii Physical dims (H” x W” x D") 3.3"Hx24"Wx12"D
2.a.iii Weight (0z.) 4.8 0z
2 ai . . Chest, lapel, belt clip, helmet, vest, life jacket, GoPro
a.iv Mounting options
mounts
2.a.iv.1 | Accessories needed for mounting Lapel harness, universal GoPro adapter
2 av Ability to mount on vehicle Yes
o dashboard
Accessories for vehicle dashboard No additional accessories to mount on in-vehicle
2.av.l
mount dashboard.
2.a.vi LCD display 2" TFT-LCD
2.a.vii | Recording capacity 32 GB up to 64 GB
2.a.viii | Operating conditions or limitations Operating temperature: -40°F to 140°F
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| Storage temperature: -20°F to 131°F

2.b Video and Optics
2.b.i Maximum video resolution 2304 x 1296
2.b.ii Field of view 140°
2.b.iii Lux rating 0.01 lux
2 bliv Night mode/format Yes; 2 automatic IR_Iights (mgnual a_md automgtic), up
to 15 meters recording range in no light condition
2.b.v Recording speed 30 fps
2.b.vi Recording format MP4
2.bwii | Recording time under default 10 hours (720P@60 fps)
resolution settings
2.b.viii | Ability to capture still photos Yes; 20 MP; JPG
2 blix Ability to embed date/time stamp on Yes
recorded video
2bix.1 AbiIity_ to authent?cate z_:md validate Yes: User ID
date/time stamp integrity
2.b.x Pre-event recording feature Yes
2.bx.1 Time buffered and whether audio is 5-30 seconds; option of audio on or off
recorded
2.b.xi Event marking capability Yes
2 pxii | WWireless capabilities for Yes; built in WiFi
communication
2.c Audio
2.c.i Microphone feature Yes
2.c.i Microphone sensitivity N/A
2.c.iii Audio format WAV
. Default police radio interface for ] .
2.c.iv Yes; 2-way radio interface
BWC
2d Data Upload
2.d.i Singl_e devic_e vs. multiple upload Docking station available
docking station
2.d.ii Data transfer method USB 2.0, Docking, and WiFi
2.d.iii Manual vs. automatic upload Both; manual and automatic settings
2.e Battery Information
2.e.i Battery type; internal or removable Lithium ion removable 2000mAh battery
2 el . . 6 hours per battery (comes with 2 batteries for 12+
.e.ii Recording duration hours)
2.e.iii Battery standby duration 120+ hours
2.e.iv Battery charge time 100 minutes
2.ev Battery lifetime until replacement 51to 7 years
2.e.vi Battery replacement procedure Hot-swappable battery in the field
2.e.vii }Avanabnlty of supplemental (_:harger Second battery included with BMPpro Elite
or emergency battery charging
2.f GPS
2.1 BWC possess GPS Yes
. Embedded GPS coordinates in
2fi.l : Yes
recorded video
2.1 Alternative geolocation methods N/A
2.9 Consumer Testing Results
2.9.i Sturdiness/fragility Military standard
2.9.i.1 | Drop test results 10 feet drop onto concrete
2.9.2 Dust intrusion/water resistance Waterproof IP67

rating
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2.9.i.3 | Ruggedized Full shell
2.9.i.4 | Pressure/depth 3 meter
2.9..5 | Shock N/A
2.9.i.6 | Vibrations N/A
2.g.ii Other environmental testing N/A
2.g.i1 Spgcn‘y tests, pass/falil results, and N/A
ratings received
2.h Safeguards
2.h.i Privacy safeguards or features Full audit trail, password protection
2.h.i.1 | Remote viewing Optional
2.h.i.2 | Remote activation/deactivation N/A
2.h.i.3 | Privacy masking Redacting software option
2.h.i.4 | Redacting/editing capabilities Yes; up to full video screen
2.h.ii Sa_fegua_rds for_ cyber security, Driver, password protection, internal memory
unintentional disassembly, etc.
2.i Regulatory
2ii Regl_JIatory and Compliance safety Available on request
reguirements
2.1.ii Radiation safety standards N/A
2 Warranty and Maintenance Plans
2. Length of warranty (in months) 12 months
2.j.i Optional extended warranties 2to 5 years
ARG Durat|on and cost of extended 2 to 5 years and cost available on request
warranties
- Availability of extended :
2.j.ii . Replacement plan options
maintenance plans
2.j.ii.1 Dur_at|on and cost of extended 2 to 5 years and cost available on request
maintenance plans
2.j.iv Service contract costs 2 to 5 years and cost available on request
2.k Auxiliary Equipment
Manufacturer suggested retail price . . -y i :
o Ki (MSRP) for each auxiliary gldel_(mk mini HD camera, PTT 2-way radio cable,
: ocking stations
equipment
MSRP without optional features, .
2. . . Cost available on request
accessories, or service plans
Manufacturer’s estimated lifetime of
2.m . 60 months
device
2.n Other relevant information See additional information below

Survey Question

(abbreviated)

Product Information — Software for Video Data Storage and Management

Response

3.a Data Management — VeriPic

3.a.i Searching capabilities Yes

3.a.ii Categorizing capabilities Yes
Yes; files are optionally tagged with notes and titles.
Users can use a Google-like search to search for any
keyword in the titles or notes, by user, by date or date

. i range or serial number of the data item. All digital
3.a.iii Tagging capabilities

evidence is automatically tagged with a unique Serial

Number which is a special feature VeriPic systems
have. This is searchable and also ensures protection
from possible challenges by defense
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attorneys because the serial numbers form a unique
globally contagious chain.

Yes; Only the Administrator can delete files on

3.a.iv Archiving and file retention
command.
3.a.v Data saved on or offsite Both
3.av.l I saveq c_)ffsne, specific data Recommend MicroSoft Azure
accessibility and storage costs
3.av2 Video data storage capacity local Unlimited
vs. cloud
3.av.3 C_apgbility to accommodate multiple Yes
site installations
3.a.vi Export capabilities Yes
3.avil Trqceability feature that shows Yes
T which user exported the data
3.a.vii Redacting/editing capabilities Yes
3. aviil Specify whether changes are Any_ file that is modified in any way is a copy to the
7T | permanent original file.
3. aviii Support prov?ded for chain-of- Yes
custody requirements
3 aix S_calability for different organization Yes
size
Yes; Internally - Digital evidence can be shared by
having users belong to a group designed for sharing
such as a law enforcement task force. With DA, other
law enforcement agencies, etc. a guest account can be
created to allow them access. If electronic discovery is
desired the eDiscovery Compiler is available to send a
U d role-based discovery packet to an attorney or another law
3.a.x ser management and role-base enforcement agency. To media or private citizens the
access levels . : o
data can be exported onto any media for dissemination.
For a customized or private portal Black Mamba can do
custom programming and create a portal for the agency
(programming charges apply) on
www.VeriPicReports.com which is already currently in
use by some law enforcement agencies to make some
data available to the public.
3.b Video Analytics
3.b.i Compamon software to gnalyze Software is a part of VeriPic
recorded video and audio data
VeriPicReports.com provides a convenient method for
private citizens, insurance companies and law firms to
purchase crash and crime reports from an agency,
online. There is no cost to the agency. VeriPic
3.b.ii Types of reports built into software processes the reports and the agency retains 100% of
the counter fees. Optimize revenue streams by
eliminating work-flow interruptions, labor costs and
financial handling fees. Set up is quick and easy, with
no cost, no risk and no obligation; cancel at any time.
3.b.ii.1 | Standard reports Yes
3.b.ii.2 | Daily reports, historical reports, etc. | Yes
3.b.i3 Audit reports.that support chain-of- Yes
custody requirements
3.b.ii.4 | Customization of reports Yes
3.b.iii Facial recognition capabilities N/A
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3.b.iv Weapons detection capabilities Yes
3.b.v Other analytical capabilities Please send inquiries to the manufacturer.
3.c Video Security and Authentication
Compatibility of BWC video output
3ci with existing vid.eo management Full compatibility
software for reviewing and
recording
3.cii File inte_g_rity checks to ensure Hash mask
authenticity
Strong 256 bit encryption is used at the application
3 c.iii Data protection mechanism while in | level. Stan_dard_collision quality tests are p_erformed
- transit and during storage to ensure linearity and performance of routines used to
generate the hash masks.
Releases of software are produced on a continuous
3.civ Routine software updates basis to address bugs, security or performance
- problems. Software patches or updates are sent to
affected customers when the fixes become available.
3.c.v Cost of software updates Included with yearly maintenance
RFI Survey Question
(OF:: (abbreviated) RESHEIEE
Usability/Training
Training is available a variety of ways. Live training at a
customer site is available at additional cost. Standard
training over the internet using GotoMeeting.com is
available charged based on the number of students
4.a Usability validation processes and the number of sessions needed. Training videos
are available on the internet for free. Training manuals
are provided in either printed form or PDF files.
Separate training is provided for administrators and end
users.
4b User community data After set time ending role out of new and updated
systems.
Digital Evidence Conference occurs in April each year
dc User-group meetings and frequency a_nd allows customers_and VeriPic staff to meet and
' discuss products and issues and future product
development.
Large customers bigger than 2,000 users have a
scheduled call weekly with us to make sure all system
4d Typical problems reported problems are dealt with promptly. Smaller organizations
have standing calls at either 2 week or 4 week
intervals.
4.d.i | Resolution to problems Zero
4.e Hours of tech. support and location N/A
4.f Training provided (hours) N/A
RFI Survey Question
Q.# (abbreviated) R[PSS
Installation
5.a | Average time to install and activate | 20 days or less
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4.3 BrickHouse Security HD Waterproof Police Camera

Figure 3. BrickHouse Security HD Waterproof Police Camera

RFI Survey Question Response
(OF:: (abbreviated)
Vendor Information
0 Responded to FRN? No
la Name BrickHouse Security
980 Avenue of the Americas, 3rd Floor, 